Login to http://oreo.ccierack.rentals:8180

- Click on Start RDP

e

Note:
It may take upto 10 minutes to restore all the devices. So please wait at least 10 minutes before you take access.
Select a vm: | Racki v || submit |

C A Notsecure | oreo.ccierack.rentals:8180

Restore VM

It will erase all your config.

Important Instruction for Accessing CCIE Wireless Rack

To Restore your POD to the initial config, select your “Rack xx™ and click “Submit” Button.
This action will erase all the VMs config done by the previous candidate.

After 10 minutes of submitting the Reset VM button, click here to “Start RDP".

All the physical devices are accessible through SecureCRT.

You need to manually erase the configuration from physical devices like Switches, Aps and WLC
If any Device in the browser is not getting loaded, try another browser.

There are RDP connections made on Desktop to access all the client PC

Very important to note that DNAC devices takes 30-45 mins to bootup with preconfig and all services up and running. Wait for 30-45 mins before accessing the DNAC GUI.

Click here to Start RDP.

Once the RDP is opened. It will ask for username and password

Username : admin / Password is : admin

Enter Your User Account

This user account will be used to connect to
50.ccierack.rentals:8189 (remote PC).

Username: admin

Password: ‘ eccoq

Show password

Cancel



http://oreo.ccierack.rentals:8180/

Step 1: Reset all APs first

1.1a For APs 3800-3

Login to MALRBO1 WLC (10.40.127.1) > Click on configuration > Wireless > Access point

1.1b We see one AP joined. Click on the AP. A window pops up. Click on Advanced > Scroll down >
Click on clear all config > then click on Update and Apply device.

(This will reset MALRBO1-AP1)

c O G hime://10,40.127.1 fwebui/# /o o g =

Login-WwereESH {0 physcal devices D00 @uewriwi @ uowntwe @ooaws G uoctwe dhmaeniw BhMawkwe Stnaccws @mer @ show

cisco

At Giooo C9300-24UK Wekcame et | BB # € B B B @ O a | ®

A
Configuration = > Wireless - > Access Points Edit AP x
eneral  Interfaces  High Avalabiity  Irwentory  ICap | Advanced =
W All Access Poinls
! Advanced AP Retransmit Config Paramelers
Mumber of AP(s): 1
Courtry Code* n AP Retranismit Count 5
AP < AP < Admin < P < Base Radio < AP < 0pt
Name Model Siols < Staws Address MAC Moge | Muliple Countries 56, US,IN AP Retranemit Intervs| 3
MALRED1-  AR-AP3B02- o CRE] i e peg|  Statistics Timer 120 AP Image Management
APl & DR
Y Troubleshoating GAPWAP MTU 1485
AP Link Latency Disabled
i AP Crash Data
5 GHz Radios TCP Adjuat MSS Option
Downlos to bootflash
5 AP TGP MSS Enabied
2.4 GHz Radios Adiust
Hardware Resel
AP TGP MSE Size 1250
Dual-Band Radios
AP Pu6 TGP MSS Enabled Performs reset o the AP
Adjust
Country
AP IPvB TGP MSS 1250
Size
LSC Provision

Set to Factory Default

Clear Gonfiguration on this AP and Reset to Factory
Defaults

@ Clear Al Config
O Clear Confg except Statie IP .




1.1c: For APs 3800-1 to 3800-2
Next step is to reset MALWH1-AP1 and MALWH1-AP2 in similar way.

Login to MALWH-W1 WLC (10.20.20.21) > Click on configuration > Wireless > Access point

1.1d We see two APs joined. Click on each AP one by one. A window pops up. Click on Advanced >
Scroll down > Click on clear all config > then click on Update and Apply device.

(This will reset MALWH1-AP1 and MALWH1-AP2)

(s} QO & hitps:/10.20,20.21/webul /2 fan xd ® =

Login- vimare s @ physcaldvices DCona @ ucwriows @ uomiwz @uoctwi @UDCwz S5 S mawewe SEwaociwn @ EF @ SET 85 on

‘L'I‘S'EL" Cisco Catalyst 9800-CL Wireless Controller Welcome neteomin | & W B & (B @ = Q (=
Y

Configuration~ > Wireless= > Access Points Edit AP x
General  Interfaces oh Availabilt nventory  ICap | Advaneed -
W All Access Poinls o
Advanced AP Retransmit Config Parameters
Number of AP(s): 1
Gountry Gode* N AP Retransmit Gount
AP s AP - Admin < 1P 7 BaseRadio ~ AP + om . X I )
Name Model Slots - Staws Address MAC Mode sta  Multiple Countries SGUSIN AP Ratransmit interval
AM::;LWHP; S‘_’E“R‘E"Z" 2 @ 10203111  coob93cb9500  Locsl RE,  Ststistics Timer 180 AP Image Management
1 0 . CAPWAP MTU 1008
roubleshooting
g Predownload Swap
AP Link Latency Disabled
5 GHz Radios AP Crash Data

TCP Adjust MSS Option

. Download to bootflash Get Crash File
2.4 GHz Radios AP TCP MSS Enaied
Adjust

Hardware Reset
Dual-Band Radios AP TCP MSS Szo 1250
AP IPvb TCF Ensbled Performs reset on the AP
Gountry Adjust
AP IPY6 TGP MSS 1250
LSC Provision ize

Set to Factory Default

Clear Configuration on this AP and Reset to Factory
Defauits

@) Clear All Config

© Clear Config except Sxatic [P v

Step 1.2

[3800-4 is UKWH1-AP1 / 3800-5 is UKWH1-AP2 /3700-1 is UKWH1-AP3 /3800-6 is UKWH1-AP4]

[3800-7 is UKRBO1-AP1 / 3800-8- UKRBO1-AP2 /3800-9- UKRBO1-AP3]

For APs from 3800-3 to 3800-9 [ username- netadmin / password — CClewir4]
Username:netadmin

Password:CClewird

AP>en

Password:CClewird

Ap>Capwap ap erase all



This command will clear ap config and reboot the AP

Are you sure you want to continue? [confirm] _

Step 1.3

For AP 3700-1 [ username- netadmin / password — CClewir4] [ Its 10S based AP ]
Username:netadmin

Password:CClewird

UKWH1-AP3>en

Password:CClewird

|UKHH1—BE§#Flear capwap private—-config
UKWH1-AP3#reload

System configuration has been modified, Save? [yes/nol: no

Proceed with reload? [confirml = Enter
Writing out the event log to flash:i/event.log ...

Please note:

Once all APs are reset and boot back, the username /password
would be Cisco /Cisco



Step 2 Reset all WLCs

Step 2.1a:

Go to UKWH1 i.e 3504- 1 from term server. Check for “show redundancy summary”

In case the SSO is disabled, then jump to step 2.1e or else follow from 2.1b

(UKWH1-W1-3504-1) »show redundancy summary
Redundancy Mode ) DISABLED —o0gp
Local State
Peer State
Unit
Unit ID

Redundancy Stz
Mobility

-

Redundancy Port

(UKWH1-W1-3504-1)

Step 2.1c: Go to WLC 2 and it should show the following:

(UKWH1-wW1-3504-1-Standby) >

Step 2.1d

Once step2.1b and 2.1c are confirmed, disable the redundancy mode on WLC1



unda
y11 uns Figuration will
And the n will reset

1figuration...

i —ll-l'ﬁr__]_ -
guration
will now

Updating 11

Exiting SL

[ After this step both Primary and Standby WLCs will reboot]
Step 2.1e

Once WLC1 comes back, login to WLC GUI - 10.10.20.21

Go to commands > Download file > select file type as configuration

Transfer mode : TFTP / IP address: 10.1.1.94 / file path : ./ (i.e root directory) / File name : 3504-1.1

< C O R |10.10.20.21/screens/frameset.hm! |
Login - VMware ESXi @ physical devices DX(Dna @D UKWH1-W1 @) UKWH1-W2 @ UKDCI-W1 €D UKDC1-W2 s MALWHI-WL &% MALWHI-W2 i MALDC1- W1 €D IseF @@ 1seT
ol | i l "
cisco MONITOR ~ WLANs CONTROLLER WIRELESS SECURITY MANAGEMENT COMMANDS  HELP
Fommands

Download file to Controller

Download File

Upload File
Reboot Configuration File Encryption

File Type | Configuration v l

Config Boot Transfer Mode TETP_ v

Scheduled Reboot

=

Server Details

Resetl to Factory
Default 1P Address(Ipv4/Ipv6)
Set Time Maximum retries (1 to 254)
Login Banner Timeout (1 to 254 seconds)
File Path ‘

File Name |3504-1.1] | |




2.1f

Open TFTP server > Click on Browse > Go to Desktop and select Pre-config folder > Click OK

. Tftpd64 by Ph. Jounin o [=] B3

> Browse For Folder E3

Thtp Server | Titp Client | DHCP server | Syslog server | Log viewer

Current Directory |C:\Program Files\Tftpd64 Ll | Browse I
Server interfaces “101-1-94 | IntellF) PR > | __SP‘_"_"_”_D_“J & & * DVD Drive (D:) Windows.7.Aio.x64.Jan.2021 &

&"; Network

peer | file l start time l progress

J 9300

< I o Make New Folder | oK || Cancel
4

. _MALWH Backup
pre-conﬁg

. rackguideimg
) sec2.3 J
SFTP _Ront-Shorteut

Folder: | pre-config

7

About Settings I Help

2.1g

Click on show dir > It should reflect the WLC pre-config files > click close

. Tftpd64 by Ph. Jounin =]
Current Directory IE:\Users\admin\Desktop\pre-config ;I Browse |

Seiver interfaces  {10.1.1.94 IntellR) PR = | | Show Dir |
Tftp Server I Ttp Client | DHEP server | Syslog server | Log viewer
peer ] file | start time ] progress

4| | 3

About I Settings I Help I

Tftpd64: directory [ X}

3504-1.1 12/6/2021 13075

3504-2.1 12/6/2021 9506

3504-3.1 12/6/2021 8762

basic 1/14/2022 9672
C39800-5-iosxe-wlc.16.12.05.5PA.bin 1/14/2022 44710036

catdk-wlc.16.12.04.5PA.pkg 141472022 9216
catdk-wlc.16.12.05.5PA.pka  1/14/2022 9216
catk-wlc.16.12.05b.5P4 pkg 1/14/2022 9220

Close Copy Explorer




Step 2.1h

Click on download. [ This will start downloading the pre-config file and WLC will reboot]

& C {O & 10.10.20.21/screens/frameset.html

Login -VMware ESXi @ physical devices DXiDna @ ukwHiwi @ukwhiw2 @ukociwl @ ukociwz @ MALWHIWL als MALWH1-W2

cisco
Fommands

Download File

Login Banner

MONITOR WLANs CONTROLLER

Download file to Controller

WIRELESS SECURITY MANAGEMENT COMMANDS HELP

a5 maoc1-w1 @ IseF @ 1seT

Saye Configuration  Ping  Logout Refre:

User:netadmin(Readwrite) A Hom

Timeout (1 to 254 seconds)

Upload File File Type  Configuration v
Reboot Configuration File Encryption O
Config Boot Transfer Mode TFTP v
b Scheduled Reboot Server Details
Reset to Factory
Default 1P Address(Ipv4/lpv6) {10.1.1.94
Set Time Maximum retries (1 to 254)

.

File Path ./ |
File Name | 3504-1.1| I |




Step 2.2. For WLC2

2.2a Go to UKWH1-W1-3504-2. Check for redundancy summary. It will show SSO status as disabled,
Unit as Secondary, and prompt of WLC1.

summary

2.2b

Check for show port summary and it would show port 1 & 2 as disabled

Summary

>config port adminmo

sconfig port adminmode 2 enable




2.2d

Change the IP address 10.10.20.22, set the DG and try pinging the DG. If ping successful, then we are
ready to access Gui of WLC2 . [ In case the ping does not work, wait for some time and try again or
else check the routing part]

(UKWH1-W1-3

(UKWH1-W]

nagement

>ping 10.10

eceive count=3 from 10.1C

(UKWH1-W1-3504-1)

2.2e

Go to GUI—10.10.20.22. [ Don’t worry about the prompt, it will reflect that of WLC1 © ]

UKWH1-W1-3504-1

X ® Identity Services Engine X UKDC1-W2 X UKWH1-W1-3504-1 X

O 8

ysical devices NDna @) ukwHiwi @ ukwHiw2 @Hukociwi @HUKDCI-W2 &l MALWHI-W1 3% MALWHI-W2 @k maDciwi @ 1seF @@ 1sE

l10.1(].20.22/screens/frameset. html

MALWH1-W2
HELF https://10.20.20.22/webui/

MONITOR WIANs CONTROLLER WIRELESS SECURITY MANAGEMENT COMMANDS

Summary

150 Access Points Supported

e e WiV ey er 8w w s w v Cleco 3500 Series Wirsless Controller |
©.,0.04007070.0.0,0404

A PLELE L
V@ 040470
@ i0s0avar |

OV P L el
i@ sbav o

WA Q
- mm

Il"ll‘ll
Cisco

—a W WAV e

\_ Model 3504
-

S oA

1R

Controller Summary

Management 1P Address
Service Port IP Address
Software Version

Emergency Image Version

System Name

10.10.20.22 , ::/128
192.168.99.12 , ::/128
8.10.151.0

8.5.103.0
UKWH1-W1-3504-1




2.2f

Check if the TFTP points to pre-config folder

. Tftpd64 by Ph. Jounin =] B3
Current Directory Il::\Use:s\admin\Deskmp\pre-config j Browse I

Server interfaces |1n,1,1,94 Inlel[RIPRﬂ ml

Tit Server | Titp i | DHCP senver | Syslog server | Log viewer
peer | file | starttime | progress 3504-1.1 12/6/2021 13075
3504-2.1 12/6/2021 9506
3504-3.1 12/6/2021 8762
Basic 1/14/2022 9672
C3800-5\-ioswe-wic.16.12.05.5PA. bin 1/14/2022 44710036

catSk-wlc.16.12.04.5PApkg 1/14/2022 5216
catSk-wic.16.12.05.5PApkg 1/14/2022 9216
catSk-wlc.16.12.05b.5PA.pkg 1/14/2022 9220

Close Copy Explorer
4| | >
About | Settings | Hep |
2.2g

Go to commands > Download file > select file type as configuration
Transfer mode : TFTP / IP address: 10.1.1.94 / file path : ./ (i.e root directory) / File name : 3504-2.1

Click on download on the top right corner.

< (@] [O 8 10.10.20.22/screens/frameset.html

Login -VMware ESXi @) physical devices MX[Dna @) UkwH1-w1 @ UukwHi1-w2 @) ukpci-wi @D UKDCI-W2 s MALWHI-W1 & MALWH1-W2

CIsCO MONITOR  WLANs CONTROLLER WIRELESS SECURITY MANAGEMENT COMMANDS HELP

A Download file to Controller
Upload File File Type [ configuration v
Reboot Configuration File Encryption (M)
Config Boot Transfer Mode TFIP > ]

| ST IlImT Server Details

Reset to Factory |
Default IP Address(Ipv4/Ipve) || 10.1.1.94
Set Time Maximum retries (1 to 254)
Login Banner Timeout (1 to 254 seconds) \ZI
File Path .7 ]

File Name [[3s04-2.1 |




2.3

Do the same for UKDC1-W1
Open the GUI - 10.1.1.33. Go to commands > Download file > select file type as configuration
Transfer mode : TFTP / IP address: 10.1.1.94 / file path : ./ (i.e root directory) / File name : 3504-3.1

Click on download on the top right corner.

O & 10.1.1.33/pcreens/frameset.html

sicaldevices MN(Dna @) ukwH1-w1 @) ukwH1-w2 @HUKDCI-W1 @D UKDCI-W2 &l MALWHI-W1 &% MALWHI-w2 &% MAlDc1- w1 @@ 1sEF

MONITOR WILANs CONTROLLER WIRELESS SECURITY MANAGEMENT COMMANDS HELP FEEDBACK

Download file to Controller

p ! .
File Type l | configuration M
Configuration File Encryption O
Transfer Mode [TFTP v |

Server Details

1P Address(Ipv4/Ipv6) |l10.1.1.94 |

Maximum retries (1 to 254)

Timeout (1 to 254 seconds) ’ZI

File Path |

File Name [3504-3.1 | |




Step 3: Reset the ME devices

3.1 Go to M3800-2 and M3800-3
Username: netadmin

Password: CClewir4

Capwap ap erase all

reload

Go to M3800-1

Username:netadmin

Password:CClewird

(UKWH1-ME1) >reset system

The system has unsaved changes.

Would you like to save them now? (y/N) n
Configuration Not Saved!

Are you sure you would like to reset the system? (y/N) y

System will now restart!

Once the ME3800-1 resets to default setting, it can be configured via following:



Irwvalid response

Erter Rdninistrative User Hass (24 characters max)i rnetadnin
Enter Administrative Password {3 to 127 characters); sssssss=s
Re—enter Adninistrative Password P oEEERERER

Suyztem Hane [Cisco—7c2l.0e30.f6d40] (31 characters mawl: UKWHI-MEL
Enter User Hane for AP {24 characters max): netadmin

Enter Paszuord for AP {6 to 127 characters)) ssssssss

Re=snter Password For AP; ssssesss

Erter Enable Password For AP (6 to 127 characters mas): seskssss
Be—enter Enable Fassword for AP ssssssss

Enter Country Code list {enter "help” for a list of countries) CUSD:

Configure a MTP server now? [YESICnol:

Use default HTP servers [YESIInol: no

Erter the NTF sarver’s IP address: 10,.1.1.254

Enter timezone location index {enter "help” for a list of timezones): 13

Management Interface IFP Address Configuration [STATICICdhcpd:

Managenent Interface IF Addresz: 10,10,33,252
Managenent L[nterface Metmask: 255,285,285.0
Maragenent Interface Default Router: 10,10,33,263
Create Management DHCP Scope? [ues]CHOI:

Emplouse Metwork Mame (S5IDXY: Emplouses

Emplouse Hetwork Security? [PSK]lenterprisel:
Employse PS¥ Paszsphrase (8-63 characters)?) ssssssss
Re-enter Employse FSKE Pazsphrase: ssssssss

Enable RF Parameter Optimization? [YESICnol:
Client Density [TYPICALICLowlCHighl:

Traffic with Yoice [HOI[Yesl:

Set internal AP to Flex+Bridge mode [uesl[HD]: uss

Configuration correct? If yes. sustem will save it and reset. [wesl[HOJ: yes

Configuration =aved]
ﬁesetting systen with new configuration,..

Step 4 Reset all switches

Go to Switches:

3650-1, 3650-2, 3650-3,

9200-1, 9200-2, 9200-3 and 9200-4,
9300-1, 9300-2

en

wr erase

copy flash:Basic startup-config

reload



Step 5: Reset the VMs.

Again, go back to browser, Login to http://oreo.ccierack.rentals:8180

Select VM as Rack1 and click submit (this will reset all the VMs i.e ISE, DNAC, 9800s)

Wait for 5-7 minutes for VMs to restore and then Click to Start RDP

& (G A Notsecure | oreoccierackrentals:8180 A ds 1=

Restore VM

Note: It will erase all your config.
It may take upto 10 minutes to restore all the devices. So please wait at least 10 minutes before you take access.
Select a vm: | Rack1 v || submit

Important Instruction for Accessing CCIE Wireless Rack

To Restore your POD to the initial config, select your “Rack xx” and click “Submit” Button.

This action will erase all the VMs config done by the previous candidate.

After 10 minutes of submitting the Reset VM button, click here to “Start RDP”.

All the physical devices are accessible through SecureCRT.

You need to manually erase the configuration from physical devices like Switches, Aps and WLC

If any Device in the browser is not getting loaded, try another browser.

There are RDP connections made on Desktop to access all the client PC

Very important to note that DNAC devices takes 30-45 mins to bootup with preconfig and all services up and running. Wait for 30-45 mins before accessing the DNAC GUL

Click here to Start RDP.

Once the RDP is opened. It will ask for username and password

Username : admin / Password is : admin

Enter Your User Account

This user account will be used to connect to
50.ccierack.rentals:8189 (remote PC).

Username: admin

Password: | eeee -|

Show password

Cancel Continue

YOU ARE ALL SET FOR YOUR LAB. GOOD LUCK! &


http://oreo.ccierack.rentals:8180/

CCIE Rack Rentals for

Collaboration

Security
Wireless
Datacenter

Service Provider
Enterprise Infrastructure

www.ccierack.rentals



CCIE RACK RENTALS FOR

CCI éEmﬁll?ALS Collaboration | Security |w | Datacenter | Service Provider | [
v.ccierack.rentals

USER GUIDE

CCIE ENTERPRISE VER 1.0 WORLD FIRST
REAL LAB RACK

Step 1:- Open any Web Browser and type “ccierack.rentals”

Step 2: Select your respective Track

-Go to “Scheduler
& (¢ 8 ccierac k.rental Is

%, 4917777079803 £ support@ccierack.rentals

NEW

AVAILABLE FOR SO ;
BOOKING o @ o

chatting with us!

©



CCIE RACK RENTALS FOR

CC' E}E\I‘E"T(MS Collaboration | Security | Wireless | Datacenter | Service Provider | E|
www.ccierack.rentals

Step 3: Go to Create a new user account

€& C @ ccierack.rentals/ei-scheduler/ O

I Apps M Gmail @8 YouTube BR Maps By Translate

You have been logged out

Log in for CCIE El schedule

For user portal click here

User Log In

Login name
Password

@ Keep me logged in
O Remember my user name

O Ask me every time

Create a new user account

©® Need Help?
Click here and start
Lost password? chatting with us!

)

Step 4: Fill your all-required details

& (& @ ccierackrentals/ei-scheduler/ o ¥
I Apps M Gmail @B YouTube B¥ Maps B Translate
Please enter your details
Login name *
You can use an email address as the login name
Password *
Full name
Email *
(If different from login name)
Phone
Address
VZ
Country * [India v
Time zone (GMT+05:30) New Delhi v @ Need Help?
* Indicates required field Click here and start
chatting with us!
g A confirmation email will be sent to the supplied email address

“ E—




CCIE RACK RENTALS FOR

CC' Ak Collaboration | Security | Wireless | Datacenter | Service Provider | E|

RENTALS
www.ccierack.rentals

Step 5: Go to your mail and in See your login details that you will receive from us.

Your login details for ccierack.rentals Inbox x

CCIERackRentals noreply@ccierack.rentals via sendgrid.me
tome «

Dear
Thanks for registering at ccierack rentals! We are glad you have chosen to be a part of our community.
Your login details are as follows

Url: hitp://www? ccierack rentals/usercp

Username :

Password - e70beb76

To change your password, please visit this page: http://www?2 ccierack rentals/usercp/profile




CCIE RACK RENTALS FOR

CC' E}E\I‘E"T(ALS Collaboration | Security | Wireless | Datacenter | Service Provider | E|
www.ccierack.rentals

Note: If not received mail click on “Didn’t get the mail”

&« C 8 ccierackrentals/ei-scheduler/ ov

i Apps M Gmail @ YouTube RB¥ Maps By Transiate

Please go to your email program and click on the link in the
message that you will receive from us

If your email program does not allow you to click on the link

you can also copy/paste it into the address bar of your
browser.

Didn't get the email?

Step 6: Go to Login and enter your Login name and Password and click on Login

&« > C @ ccierack.rentals/ei-scheduler/ or ¢

I Apps M Gmail @B YouTube B¥ Maps B Translate

You have been logged out

Log in for CCIE El schedule

For user portal click here

User Log In

Login name:
Password

@ Keep me logged in
O Remember my user name

O Ask me every time

Create a new user account

e Lost password?

© Need Help?
g Click here and start

chatting with us!




CCIE RACK RENTALS FOR .

CC' RACK Collaboration | Security | Wireless | Datacenter | Service Provider | B
RENTALS ollaboration | Security | Wireless | Datacenter | Service Provider | EJ
www.ccierack.rentals

Below Is the Scheduler page

6am

7am

gam

8:00am — 12:00pm

9am

10am

11am

Noon 12:00pm — 4:00pm

1 pm
Red means the slot is booked
2pm I

3pm

4pm

5pm
N .
6pm . Grey means the slotis free

7pm

8pm




CCIE RACK RENTALS FOR

CC' 2251';5 Collaboration | Security | Wireless | Datacenter | Service Provider | EJ
www.ccierack.rentals

Schedule the RACK as per you time

Click Here to Login to User Portal

From here you can change the view of scheduler

< I Sun 6/6 > Today Month | | Week Agenda | | Available A— < June 2021 >
Midnight SENDAYGJUNC 2021 SUN MON TUE WED THU FRI SAT

; c o ool
c s @@Ea

3 14 15 16 17 n 19
2am

20 21 22 23 24 25 26

sam 27 28 29 30
4am
©
e Inthis screeniam booking aslot
New Reservation X from2.30pm IST10 10.30pm IST
6am This will be your time — (8 hours)
as per your timezone - \\Vhen e 0 2021 12:00pm
——p | 230pmIST 10:30pm IST
Zam Full name * Naeem Khan
Email * naeemkhan896@gmail.com
8am p—
Phone
©
9am Coupon Code .
Fron here you can Length i= I | Eight hours 480 Minutes 60 credits v | | ‘
10am select for how many hours Indicates required field

you want to book the = Price 60 credits

i rack ©® Ne|
am . .
Sl |€—— Click here to make Cancel Clic

the reservation cha

From above screen you can see how to book the RACK

After Creating Reservation click on “Click here to Login to User Portal” Important Note: Until and unless
you won'’t reserve the rack you will not able to create the User Portal Membership
Kindly Note: Scheduler account is different than user portal account.



CCIE RACK RENTALS FOR

CCI :?IEI’.I'(ALS Collaboration | Security | Wireless | Datacenter | Service Provider | E|
www.ccierack.rentals

< & ) https://ccierack.rentals/ei-scheduler/

R +91 7777079803 €2 support@ccierack rentals.

{B\CIIE} Home EI ~ Security ¥ Collaborgtion ¥ Datacenter ¥ Service Prov

r CCIE Enterprise Infrastructure v1.0 Scheduler

Schedule for CCIE EI
- All times are shown in Central Time Zone (CST
« All the CCIE EI rack cancellations are made at least 3 days in advance
Download Rack Access Guide,
I Click Here to Login to User Portal l AP—

< Sun 6/6 > Today Month Week m Agenda Available

SUNDAY 6 JUNE 2021
Midgnight

<>

You have to create new user portal account

On the User portal Create an account if you don’t have

CCIERack.Rentals

Sign in to start your session. Please remember
this account is separate than scheduler account.

D

-OR-

| forgot my password

I Register a new membership I <+




CCIE RACK RENTALS FOR
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Once you create a New membership, then come to the above page again and Sign in with your details

You can see your reservations and login details for the rack after you Sign in

G A Not secure

| www2.ccierack rentals/usercp

CCIERack.Rentals = Time: 1205:422021-0605 (0

Q ocem Kt Dashboard controlpane

Upcoming Reservations

@ Reservations # Track Rack Username/Password Start Finish Length

1 El Rackl 5d1862d3 2021-06-06 04:00:00 2021-06-06 12:00:00 8hour
Which rack you have Username /password =
booked 1o access the rack S ERs ot mes Length for

rack access

Note: it may take upto 10 minutes to show your reservation here otherwise

Now to access the rack on your scheduled time please follow below steps:
Step 1: In browser type a URL

For Rack 1: http://oreo.ccierack.rentals:8180/

Step 2: Once you open the above link you will be asked for Username/Password

< C @ S50.ccierack.rentals:9180

Sign in
httpi//50.ccierack.rentals:9180

Your connection to this site is not private

Username | ]

Password

m Cancel

Enter your Username/Password that you can see on the User Portal and click Sign in
(Username/Password both will be same)
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Step 3: After login you will get a web page as below, Click on Submit and wait for 5 mins Note: Once

& () A Not secure | 50.ccierack.rentals:9180

Please Wait We are restoring VMS

Restore VM

Note: It will erase all your config.
It may take upto 3 minutes to restore all the devices. So please wait at least 3 minutes before you take access.

Select a vi: |Rack1 v|| submit | |g——

Click here

Click here to Start RDP.

Step 4: After 5 mins click on “Click here to Start RDP”, an RDP will get downloaded in the browser

Downloads BQa -

ent1 (6).rdp
.: Open file

bin.rar
— . & Open file
st 3 minutes before you take access. —

- CCIE_ElLics
Open file

Click here to Start RDP.

. EvolutionX_5.1_violet-11-20201115-1026-OFFICIAL zip
Open file

b

you click on to Submit it will Restore the VM to Pre-configs
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Step 5: Open RDP by clicking on it

Once RDP is open you will be asked for Login to Admin, admin password is admin (without
quote)
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NS R WMo Ao 4 o od MITAT
." Remote Deskiop Connectior

\ \,ﬁ) The publisher of this remote connection can't be identified. Do you want to connect anyway?

This remote connection could harm your local or remote computer. Do not connect unless you know where this
connection came from or have used it before.

&‘ Publisher: Unknown publisher
2% Type: Remote Desktop Connection
Remote computer: 50.ccierack rentals

[C]Don't ask me again for connections to this computer

Click here ———p

(> Show Details Connect Cancel

Switch User
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Now, how startup config will take place on WLC

open mozilla firefox

Caornputer Tftpdad

R =

SFTP_Root.. Tftpdod-4..

M etweork pre-config

Recycle Bin a30n

H R

Firefox rackguidei...
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Our other products which you might be interested in

For CCIE Routing & switching Labs @ www.ccieenterpriselabs.com (CEL)

For CCIE Security Labs @ www.passsecuritylabs.com (PSL)

For CCIE Wireless Labs @ www.passwirelesslabs.com (PWL)

For CCIE Data Center Labs @ www.passdatacenterlabs.com (PDL)

For CCIE Collaboration Labs @ www.passcollaborationlabs.com (PCL)

For CCIE Service Provider Labs @ www.passsplabs.com (PSPL)

For CCDE Labs @ www.passccdelabs.com (PCDL)

For Chinesedumps @ www.chinesedumps.com (CD)

For VMware Labs @ www.vcixlabs.com (VL)

For CCIE Written Labs @ www.passwritten.com (PW)

For CCIE/JNCIE/VMware RACK RENTALS @ www.ccierack.rentals (CRR)

For more information contact us at Email:

sales@ccierack.rentals Skype:

ccierack.rentals
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